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1 Introduction
The paper addresses several open editor notes in solution #7.
2	Proposal
It is proposed to add following text to TR 23.700-77.

* * * * First change* * * *
[bookmark: _Toc157759473]6.7	Solution #7: Solution for IMS capability exposure via DC3/DC4
[bookmark: _Toc157759474]6.7.1	Description
The architecture to enable IMS capability exposure in the context of IMS data channel (DC) sessions is based on Figure AC.2.1-1 in clause AC.2.1 of TS 23.228 [5] and is depicted in Figure 6.7.1-1.


Figure 6.7.1-1: IMS capability exposure architecture
This solution defines the exposure of IMS capabilities related to DC session via DC3/DC4.
[bookmark: _Toc157759475]6.7.1.1	IMS capabilitiesEvents to be exposed over DC3/DC4
With this solution, there are two types of capabilitiesevents, which can be exposed via DC3/DC4 interfaces (see Figure 6.7.1-1) from DCSF to DCAS via Ndcsf services.
The first type of capabilities events are call related events  from IMS AS via DC1 interface, for example:
-	establishing, updating, answering, terminating of IMS calls., and
-	subscription and notification to call related events (e.g. UE has established or terminated a call).
The second type of capabilities events are DC related events, for example:
-	establishing, updating, terminating of bootstrap data channels,
-	establishing, updating, terminating of (P2A/A2P, P2A2P, P2P) application data channels, and
-	downloading of an application via an existing bootstrap data channel., and
-	subscription and notification to DC related events (e.g. UE has established an application DC or downloaded a certain application via the bootstrap DC).
Editor's note:	Need for additional capabilities is FFS.
To subscribe for an event, the DCAS provides the event type, user ID which includes Calling ID and/or Called ID, session ID, DC application binding information and DC identifier via DC3/DC4.
One Ndcsf service can provide event subscription/notification capabilities (e.g. Ndcsf_dc_event_exposure) while another one exposes capabilities related to DC operation (e.g. Ndcsf_dc_operation) including establishing, termination, update of application data channels.
Editor's note:	Exact definition of the Ndcsf services is FFS.
[bookmark: _CR5_2_6_2_1][bookmark: _CR5_2_6_2_2][bookmark: _CR5_2_6_2_3][bookmark: _CR5_2_6_2_4][bookmark: _Toc157759476]6.7.1.2	DCAS Information to requestinginvoke the exposure a service over DC3/DC4
[bookmark: _Hlk164224360]DCAS can request DC establishment, DC update, DC termination and DC application download via DC3/4. For that purpose, DCAS provides following information to invoke a service on DC3/DC4:
-	There are two types of actions which can be provided:
1.	First type of action is related to DC establishment, DC update, and DC termination. Following information can be provided:
-	Type of DC, which can be P2A/A2P, P2A2P, and P2P and bootstrap,
-	Action type, which can be establishment, update, termination, and download,
Editor’s Note: whether the Action type can include “ download” depends on SA6 work
-	DC application binding information,
-	User ID which includes Calling ID and/or Called ID, and
-	User ID which the DC application apply to, and
-	Session ID which the DC application apply to, and
-	External DC identifier to determine a DC that is established, updated, or terminated.; and
2.	Second type of action is related to DC event subscription and notification. Following information can be provided:
-	subscription to event for specific application DC establishment/termination,
-	subscription to event for downloading of a specific DC application, and
-	subscription to IMS capability exposure.
-	Event can be application DC is established or terminated, specific DC application was downloaded via bootstrap DC.
-	Unique external DC identifier to determine a DC that is established, updated, or terminated.
Editor's note:	The concrete list of information provided from DCAS to DCSF is FFS.
Editor's note:	Whether DCAS can request establishing, update, termination of bootstrap data channel is FFS.
[bookmark: _Toc157759477]6.7.1.3	Information to be exposed to the DCAS via DC3/DC4
One Ndcsf service can provide session control capabilities (e.g. Ndcsf_dc_session_control). This service allows DCAS to create a DC session and take control on DC session via DCSF.
DCSF can return to DCAS the following information on DC3/DC4:
-	response code (success or failure);
-	other information, e.g. session identifier (session ID), IP address of the UE, location, MDC2 identifier, user identifier (user ID), P-Visited-Network-ID (PVNI), and external DC identifier, Call ID which can be used to determine a DC uniquely;
-	notifications to the reported events (DC establishment/termination, downloaded DC application, IMS capability event exposure). ; and
-	session control status (DC session creation result, DC termination).
Editor's note:	The concrete information to be exposed is FFS.
[bookmark: _Toc157759478]6.7.2	Procedures
[bookmark: _Toc157759479]6.7.2.1	IMS Event Subscription and Capability ExposureNotification
By The event subscription and event exposure notification, all events (i.e., call and DC related events) are subscribed and notified via DCSF. The NEF or DC Application Server discovers first a DCSF to subscribe for call and DC related events. For DC related events, the subscription request and notification response are handled by the discovred DCSF. For call related events, the subscription request and notification response are forwarded to a discovered IMS AS and are handled by the discovered IMS AS. can be realized in two different ways.
Figure 6.7.2.1-1 depicts the call flow of the first approach, that both call and DC related events are subscribed and exposed via the same service.



Figure 6.7.2.1-1: Approach 1 Procedure of cCall and DC related event subscription and exposure via the same serviceDCSF.
The steps in the call flow are as follows:
1.	IMS AS registers its addresses and potentially other information (e.g., event exposure capabilities) in the HSS for a given subscriber it is serving.
2.	Optionally, DCSF registers its NF Profile and capability information together with DCSF identity in the NRF. The DCSF identity can be a unique identifier or an IP address. As part of the capability information, a DCSF can e.g., provide user ID ranges and/or single events or type of events and exposure services it is capable to handle.
If the subscription from the DC Application Server is via DC3, Step 3a, 4a and 5a are performed:
1.	DC Application Server subscribes for events (through NEF) via DC3/DC4 to DCSF. As described in clause 6.7.1.1, there are two types of capabilities, which can be subscribed to and exposed. Specifically, for call related events, the subscription request is forwarded to IMS AS via DC1 from DCSF. DC Application Server can provide the information listed in clause 6.7.1.2 to invoke the exposure service.
3a.	The DC Application Server sends an event subscription request to a NEF for an event subscription, with the event information included in the event subscription request.
4a.	The NEF selects DCSF using the very same mechanism the IMS AS is supposed to use for selecting DCSF in Rel-18, to ensure that same DCSF is selected serving the particular user and handling the particular event. If Step 2 is performed, another option is that the NEF sends a DCSF discovery request to NRF, the NRF selects the DCSF follows the existing Rel-18 mechanism or based on the event information included in the event subscription request of the DC Application Server.
5a.	The NEF forwards the event subscription request to the selected DCSF.
If the subscription from the DC Application Server is via DC4, Step 3b and 5b are performed:
3b.	The DC Application Server starts an DCSF selection. The DC Application Server selects DCSF using the very same mechanism the IMS AS is supposed to use for selecting DCSF in Rel-18, to ensure that same DCSF can be selected serving the particular user and handling the particular event. If Step 2 is performed, another DCSF selection option is that the DC Application Server sends a DCSF discovery request to an NRF, the NRF selects the DCSF follows the existing Rel-18 mechanism or based on the event information of the event to be subscribed.
5b.	If the subscription from the DC Application Server is via DC4, the DC Application Server sends the event subscription request to the selected DCSF.
Editor's note:	How DCSF and IMS AS are selected in step 1 is FFS.
2.	DCSF (and IMS AS) respond(s) to DC Application Server via DC3/DC4 (and DC1), whether the event subscription is successful or not.
If the event to be subscribed is call-related event, the DCSF forwards the event subscription request to an IMS AS. Therefore, Step 6-9 should be applied.
6.	The DCSF retrieves the IMS AS from the HSS based on the registration information in Step 1. If the user with the provided user ID is not registered yet in IMS, the HSS stores the event subscription request and informs the DCSF accordingly.
7.	The selected IMS AS identity is resplied to the DCSF.
8.	The DCSF forwards the event subscription request to the selected IMS AS.
9.	With a successful subscription, the IMS AS responses the DCSF.
10.	The DCSF the DC Application Server (via NEF) about the successful subscription.
3.	The subscribed event(s) are occurred.
4.	Information about the subscribed events (listed in Clause 6.7.1.3) is exposed to DC Application Server (through NEF) via DC3/DC4 from DCSF. Specifically, for call related events, IMS AS exposes the information to DCSF via DC1, and then DCSF exposes the information to DC Application Server (through NEF) via DC3/DC4.
11.	The DCSF sends an DC-related event notification to the DC Application Server (via NEF). If the event is a call-related event, the IMS AS send the call-related event notification to the DCSF, and the DCSF forwards the notification to the DC Application Server (via NEF).
5.	DC Application Server respond(s) to DCSF (and IMS AS) via DC3/DC4 (and DC1).
12.	The DC Application Server responses the DCSF (via NEF). If the event is a call-related event, the DCSF forwards the respond to the IMS AS.
Figure 6.7.2.1-2 depicts the call flow of the first approach, that the call and DC related events are subscribed and exposed via two different services. The call related events are subscribed by DC Application Server at IMS AS, and the DC related events are subscribed by DC Application Server at DCSF. Based on the event type (e.g. call related event or DC related event), IMS AS or DCSF is contacted.

Figure 6.7.2.1-2: Approach 2 Procedure of call and DC related event subscription and exposure via the separated service
The steps in the call flow are as follows:
1.	DC Application Server subscribes events for call related event exposure (through NEF) to IMS AS. The call related events are described in clause 6.7.1.1. DC Application Server can provide the information listed in clause 6.7.1.2 to invoke the exposure service. It is assumed that IMS AS has been registered at HSS, and NEF has fetched the IMS AS information from HSS.
Editor's note:	Which IMS AS is selected in step 1 is FFS.
2.	IMS AS responds to DC Application Server (through NEF), whether the call related event subscription is successful or not.
3.	DC Application Server subscribes events for DC related event exposure (through NEF) via DC3/DC4 to DCSF. The DC related events are described in clause 6.7.1.1. DC Application Server can provide the information listed in clause 6.7.1.2 to invoke the exposure service.
Editor's note:	Which DCSF to be subscribed in step 3 is FFS.
4.	DCSF responds to DC Application Server (through NEF) via DC3/DC4, whether the DC related event subscription is successful or not.
5.	The subscribed event(s) are occurred.
6.	Information about the subscribed call related events (listed in clause 6.7.1.3) is notified to DC Application Server (through NEF) from IMS AS.
7.	DC Application Server responds to IMS AS (through NEF).
8.	Information about the subscribed call related events (listed in clause 6.7.1.3) is notified to DC Application Server (through NEF) via DC3/DC4 from DCSF.
7.	DC Application Server responds to DCSF (through NEF) via DC3/DC4.
[bookmark: _Toc157759480]6.7.2.2	Person-to-Person (P2P) Application Data Channel Setup
Based on Figure AC.7.2.1-1 in clause AC.7.2.1 of TS 23.228 [5], Figure 6.7.2.2-1 depicts a call flow for establishing an Application Data Channel triggered by IMS capability exposure in a person to person use case.





Figure 6.7.2.2-1: Person-to-Person (P2P) application data channel set up triggered by IMS capability exposure signalling procedure
The steps in the call flow are as follows:
1.	Event subscribed and exposed following the procedure described in clause 6.7.2.1. The event can be, e.g. an application has been downloaded to UE#1. This step is optional.
2.	DC Application Server requests IMS AS to establish a data channel with session ID, user IDs, binding information, through (NEF and) DCSF.
3.	IMS AS determines whether the media change request event should be notified to a DCSF and selects a DCSF.
4.	IMS AS notifies the DCSF of the media change request event.
5.	The DCSF determines the DC control policy.
6.	The DCSF responds to the notification received in step 4.
7.	IM AS starts IMS DC negotiation with UE#1 and UE#2.
8.	IMS IM AS sends a SIP reINVITE request to I/S-CSCF.
9.	I/S-CSCF sends the SIP reINVITE request to Terminating Network/UE#2.
10.	Terminating Network/UE#2 responds a SIP 200 OK with audio/video SDP offer to I/S-CSCF.
11.	I/S-CSCF sends the SIP 200 OK with audio/video SDP offer to IMS AS.
12.	IMS AS sends a SIP reINVITE request with audio/video, application DC SDP offer to UE#1, through I/S-CSCF and P-CSCF.
13.	UE#1 responds a SIP 200 OK with audio/video, application DC SDP offer to IMS AS, through P-CSCF and I/S-CSCF.
14.IMS AS notifies DCSF of the successful media change, with session ID and a list of media information.
15.	DCSF responds IMS AS.
16.	IMS AS sends a SIP ACK with audio/video SDP answer to I/S-CSCF.
17.	I/S-CSCF sends the SIP ACK with audio/video SDP answer to the Terminating Network/UE#2.
18.	IMS AS returns a message to DC Application Server, through DCSF (and NEF), to notify if the application DC establishment is successful or failed. If the establishment is failed, step 24 shall be skipped.
19.	The application data channel between the UE#1 and the UE#2 is established. In this example, it is not anchored in MF/MRF.
[bookmark: _Toc157759481]6.7.2.3	Person-to-Application (P2A) Application Data Channel Setup
Based on Figure AC.7.2.2-1 in clause AC.7.2.2 of TS 23.228 [5], Figure 6.7.2.3-1 depicts a call flow for establishing an Application Data Channel in a person to application use case. Note that there are two options to reserve the MDC2 media resources. The first option is that the media resources are reserved by DC Application Server before the application DC establishment request. The second option is that the media resource reservation is requested by IMS AS and resources are reserved by MF/MRF after the application DC establishment request.




Figure 6.7.2.3-1: Person-to-Application (P2A) application data channel set up signalling procedure
The steps in the call flow are as follows:
1.	Event subscribed and exposed following the procedure described in clause 6.7.2.1. The event can be, e.g. an application has been downloaded to UE#1 or IMS session is established from UE#1 to a terminating UE.
2.	Optionally, DC Application Server can reserve the own media resource, before it starts the request of data channel establishment.
3.	If the media resource is not reserved in step 2, the DC Application Server requests IMS AS to establish an application data channel with session ID, user IDs, and binding information, through (NEF and) DCSF. If the media resource is reserved in step 2, together with the request, the reserved media resource shaw also beis sent, so that DCSF is informed about the reserved media resource. The SDP offer to UE#1 is also provided.
4.	IMS AS determines whether the media change request event should be notified to a DCSF and selects a DCSF.
5.	IMS AS notifies the DCSF of the media change request event.
6.	The DCSF determines the DC control policy.
7.	The DCSF responds to the notification received in step 5.
8.	If the media resource is not reserved in step 2, IMS AS requests MF/MRF to reserve media resource for the originating side and the MDC2, for DC Application Server use. If the media resource is reserved in step 2, the media resource reservation for the MDC2 in this step shaw be skipped.
9.	After the media resource is reserved, IMS AS responds DCSF with the information of the reserved media resource.
10.	If the media resource is not reserved in step 2, in this step, DCSF sends the MDC2 SDP offer received from MF/MRF to the DC Application Server via DC3/DC4. If the media resource is reserved in step 2, this step shaw be skipped.
11.	If the media resource is not reserved in step 2, in this step, DC Application Server returns an MDC2 SDP answer and is prepared for UE#1 traffic through MDC2. If the media resource is reserved in step 2, this step shaw be skipped.
12.	DCSF requests IMS AS to update the MF resource with MDC2 media endpoint information of DC Application Server.
13.	IM AS updates the MF/MRF resource.
14.	IM AS responds DCSF with the updated information of the reserved media resource.
15.	DCSF responds IMS AS.
16.	IMS AS starts IMS DC negotiation with UE#1 and UE#2.
17.	IMS AS sends a SIP reINVITE request (including the original media description and the data channel media) to I/S-CSCF for media re-negotiation between UE#1 and UE#2.
18.	I/S-CSCF sends the SIP reINVITE request to Terminating Network/UE#2.
19.	Terminating Network/UE#2 responds a SIP 200 OK with audio/video SDP offer to I/S-CSCF.
20.	I/S-CSCF sends the SIP 200 OK with audio/video SDP offer to IMS AS.
21.	IMS AS sends a SIP reINVITE request with audio/video, application DC SDP offer to UE#1, through I/S-CSCF and P-CSCF.
22.	UE#1 responds a SIP 200 OK with audio/video, application DC SDP answer to IMS AS, through P-CSCF and I/S-CSCF.
23.	IMS AS notifies DCSF of the successful media change, with session ID and a list of media information.
24.	DCSF responds IMS AS.
25.	IMS AS sends a SIP ACK with audio/video SDP answer to I/S-CSCF.
26.	I/S-CSCF sends the SIP ACK with audio/video SDP answer to Terminating Network/UE#2.
27.	IMS AS returns a message to DC Application Server, through DCSF (and NEF), to notify if the application DC establishment is successful or failed. If the establishment is failed, step 24 shall be skipped.
28.	The application data channel between the UE#1 and DC Application Server is established via MF/MRF. MF/MRF forwards data channel traffic between the UE#1 and DC Application Server based on MDC2 media point information received in step 8.
[bookmark: _Toc157759482]6.7.3	Service definition
6.7.3.1	Enhancements to DCSF services
One Ndcsf service can provide event capability exposure (e.g., Ndcsf_EventExposure).
	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Ndcsf_EventExposure
	Subscribe
	Subscribe/Notify

	NEF, DCAS

	
	Unsubscribe
	
	NEF, DCAS

	
	Notify
	
	NEF, DCAS


[bookmark: _Toc20204512][bookmark: _Toc27895211][bookmark: _Toc36192308][bookmark: _Toc45193421][bookmark: _Toc47593053][bookmark: _Toc51835140][bookmark: _Toc153802449]6.7.3.1.1	Ndcsf_EventExposure service
[bookmark: _Toc20204513][bookmark: _Toc27895212][bookmark: _Toc36192309][bookmark: _Toc45193422][bookmark: _Toc47593054][bookmark: _Toc51835141][bookmark: _Toc153802450]6.7.3.1.1.1	General
[bookmark: _Toc20204514]This service enables the consumer NF to subscribe and get notified of events.
The following events can be subscribed by a NF consumer:
-	IMS session control events of a specific IMS subscriber
-	IMS data channel related events
The following service operations are defined for the Ndcsf_EventExposure service:
-	Ndcsf_EventExposure_Subscribe
-	Ndcsf_EventExposure_Unsubscribe
-	Ndcsf_EventExposure_Notify
[bookmark: _Toc27895213][bookmark: _Toc36192310][bookmark: _Toc45193423][bookmark: _Toc47593055][bookmark: _Toc51835142][bookmark: _Toc153802451]6.7.3.1.1.2	Ndcsf_EventExposure_Subscribe operation
Service operation name: Ndcsf_EventExposure_Subscribe
Description: The consumer NF subscribes to receive an event, or if the event is already defined in DCSF, then the subscription is updated.
Inputs, Required: NF ID, Target of Event Reporting (either UE ID(s) [IMPU(s)], or UE IPv4 address, or UE IPv6 prefix, or Internal/External Group Identifier, or indication that any UE is targeted), (set of) Event ID(s), Notification Target Address (+ Notification Correlation ID) and Event Reporting Information.
Inputs, Optional: Event Filter(s) associated with each Event ID, (set of) External Application Identifier(s), Subscription Correlation ID (in the case of modification of the existing subscription), subscription expiry time.
NOTE:	In the case of untrusted DCAS, NEF ID is used as NF ID.
Outputs, Required: Operation execution result indication. When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on local policy).
Outputs, Optional: None.
[bookmark: _Toc20204515][bookmark: _Toc27895214][bookmark: _Toc36192311][bookmark: _Toc45193424][bookmark: _Toc47593056][bookmark: _Toc51835143][bookmark: _Toc153802452]6.7.3.1.1.3	Ndcsf_EventExposure_Unsubscribe service operation
Service operation name: Ndcsf_EventExposure_Unsubscribe
Description: The consumer NF unsubscribes for a specific event.
Inputs, Required: Subscription Correlation ID.
Input, Optional: None.
Output, Required: Operation execution result indication.
[bookmark: _Toc20204516][bookmark: _Toc27895215][bookmark: _Toc36192312][bookmark: _Toc45193425][bookmark: _Toc47593057][bookmark: _Toc51835144][bookmark: _Toc153802453]Output, Optional: None.
6.7.3.1.1.4	Ndcsf_EventExposure_Notify service operation
Service operation name: Ndcsf_EventExposure_Notify
Description: The DCSF provides the previously subscribed event information to the consumer NF which has subscribed to that event before.
Inputs, Required: Notification Correlation Information, Session ID, Event ID, time stamp.
Session ID is the identity of the IMS session for which the event relates to.
Event ID is the event triggered within the IMS session.
Inputs, Optional: Calling ID, Called ID, DC stream ID, Session case (it indicates if this is an originating or terminating IMS session), Media info list (Media ID, Media type (DC, Audio, or Video), DC port, DC mapping and configuration information: binding information, MDC1/MDC2 media endpoint address (IP address/port number, etc.)), Event specific parameter list.
Output, Required: None.
Output, Optional: None.
Editor's Note:	The complete Event specific parameter list is FFS.
6.7.3.2	Enhancements to IMS AS services
Based on Table AA.2.4.1-1 of TS 23.228 [5], the following service provided by IMS AS are enhanced:
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nimsas_SessionEventControl
	Subscribe
	Subscribe/Notify
	DCSF

	
	Unsubscribe
	Subscribe/Notify
	DCSF

	
	Notify
	Subscribe/Notify
	DCSF


6.7.3.2.1	Nimsas_SessionEventControl service
6.7.3.2.1.1	General
This service enables the consumer NF to subscribe and get notified of events.
The following events can be subscribed by a NF consumer:
-	IMS session control events of a specific IMS subscriber,
-	IMS media control events of a specific IMS subscriber.
The following service operations are defined for the Nimsas_SessionEventControl service:
-	Nimsas_SessionEventControl_Subscribe for explicit subscription,
-	Nimsas_SessionEventControl_Unsubscribe.
The following service operation is updated for the Nimsas_SessionEventControl service:
-	Nimsas_SessionEventControl_Notify.
6.7.3.2.1.2	Nimsas_SessionEventControl_Subscribe operation
Service operation name: Nimsas_SessionEventControl_Subscribe
Description: The consumer NF subscribes to receive an event, or if the event is already defined in IMS AS, then the subscription is updated.
Inputs, Required: NF ID, Target of Event Reporting (either UE ID(s) [IMPU(s)], or UE IPv4 address, or UE IPv6 prefix, or Internal/External Group Identifier, or indication that any UE is targeted), (set of) Event ID(s), Notification Target Address (+ Notification Correlation ID) and Event Reporting Information.
Inputs, Optional: Event Filter(s) associated with each Event ID, (set of) External Application Identifier(s), Subscription Correlation ID (in the case of modification of the existing subscription), Subscription expiry time.
Outputs, Required: Operation execution result indication. When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on local policy).
Outputs, Optional: None.
6.7.3.2.1.3	Nimsas_SessionEventControl_Unsubscribe service operation
Service operation name: Nimsas_SessionEventControl_Unsubscribe
Description: The consumer NF unsubscribes for a specific event.
Inputs, Required: Subscription Correlation ID.
Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
6.7.3.2.1.4	Nimsas_SessionEventControl_Notify service operation
Based on clause AA.2.4.2.2 of TS 23.228 [5], the following information for the Nimsas_SessionEventControl_Notify’s required output are added:
-	response code (success or failure),
-	other information, e.g. session identifier (session ID), IP address of the UE, location, MDC2 identifier, user identifier (user ID), PVNI, DC identifier, Call ID which can be used to determine a DC uniquely.
6.7.3.3	Enhancements to HSS services
One Ndcsf service can provide event capability exposure (e.g., Ndcsf_EventExposure).
	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nhss_IMSASDiscovery
	GET
	Get
	DCSF


6.7.3.3.1	Nhss_ IMSASDiscovery service
6.7.3.3.1.1	General
This service enables the consumer NF to discover an IMS AS, which is able to handle the call-related event based on the event information given by the consumer NF.
The following service operation is defined for the Nhss_IMSASDiscovery service:
-	Nhss_IMSASDiscovery_Get
6.7.3.3.1.2	Nhss_ IMSASDiscovery_Get operation
Service operation name: Nhss_IMSASDiscovery_Get
Description: The consumer NF gets an identify of an IMS AS, which is able to handle the call-related event described by the given event information.
Inputs, Required: NF ID, event information for example type of the event related to specific User ID(s), i.e., establishing, updating, answering, terminating of IMS calls.
Inputs, Optional: None.
Outputs, Required: Identify of the discovered IMS AS
Outputs, Optional: None.
6.7.4	Enhancements to Sc interface
The DCSF can retrieve the IMS AS identity/address from the HSS using the Sc interface.
NOTE:	The details of the Sc enhancements are for stage 3.
6.7.53	Impacts on existing nodes and functionality
Impacted nodes and functionality are as follows:
-	DC Signalling Function (DCSF): The DCSF interacts with the DCAS for exposes DC resource and session control related capabilities to IMS capability exposure via DC3/DC4. The DCSF sends call related event subscription to IMS AS via DC1. The DCSF receives call related event exposure from IMS AS via DC1.
-	Network Exposure Function (NEF): It shall securely expose IMS capability and events provided by DCSF to DCAS exposure and exposes new services to external AF.
-	DC Application Server (DCAS): An application server that interacts with the DCSF (through NEF) for IMS capability exposure using DC3/DC4 interfaces. DCAS acts as AF.
-	IMS Application Server (IMS AS): The IMS AS interacts with the DCSF via DC1 for event subscription and exposure.

* * * * End of changes* * * *
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